
1 

ACT Corrective Services 

Open Access Information release outcome decision: Partial 
Disclosure 

Document Category: 

Title: 

Description of the information: 

Grounds for the decision: 



2 

ACT Corrective Services 

Authorised by: 
Jon Peach 
Commissioner, ACT Corrective Services 
Justice and Community Safety Directorate 

Decision review options: 

Ombudsman review 

The decision to withhold this document is a reviewable decision as identified in Schedule 3 
of the Act. You have the right to seek Ombudsman review of this outcome under 
section 73 of the Act within 20 working days from the day the decision is published on 
the Open Access Information website, or a longer period allowed by the Ombudsman. 

If you wish to request a review of my decision you may write to the Ombudsman at: 

The ACT Ombudsman 
GPO Box 442 
CANBERRA ACT 2601 
Via email: ombudsman@ombudsman.gov.au 

ACT Civil and Administrative Tribunal (ACAT) review 

Under section 84 of the Act, if a decision is made under section 82(1) on an Ombudsman 
review, you may apply to the ACAT for review of the Ombudsman decision. 

Further information may be obtained from the ACAT at: 

ACT Civil and Administrative Tribunal 
Level 4, 1 Moore St 
GPO Box 370 
Canberra City ACT 2601 
Telephone: (02) 6207 1740 
http://www.acat.act.gov.au/ 
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